Human Resources Training Committee
Spring 2016
Professional Development Seminar Series

Cyber Security

Pre-requisite: Basic Computer Knowledge – familiarity with keyboard and mouse

Program: Phishing is a form of fraud where the attacker attempts to trick a victim into giving away their personal information, such as a credit card number, bank account number, social security number, or passwords. The attacker may try to infect the computer of the victim. The attacker usually accomplishes this via email, telephone, or social networks by posing as someone the victim trusts. Once successful, the attacker uses the information gathered from the victim to steal money, leverage credit, or otherwise leverage the identity of the victim for further fraud against the victim, or the organization where the victim works. This workshop will show you important tactics and tools that you can use to identify phishing attacks, and prevent yourself from becoming a victim.

Presenter: David Shettler, Holy Cross

Date: Wednesday, April 27, 2016

Time: 10:00 a.m. to 12:00 p.m.

Place: Holy Cross, Hogan Campus Center Room 410

Note: Space is limited to 13 participants.

Register by noon on Wednesday, April 13, 2016 at:

http://www.heccma.org/professionaldevelopment/technical-trainings